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NETWORK and INFRASTRUCTURE SECURITY 

APPLICATION SECURITY 

DATA SECURITY 

WEB SECURITYT 

END POINT SECURITY 

SECURE MESSAGING and COMMUNICATION 

IDENTITY AND ACCESS MANAGEMENT 

MOBILE SECURITY 

CLOUD SECURITY 

INFORMATION SECURITY and RISK MANAGEMENT 

FRAUD AND PROCESS SECURITY 

loT 

BLOCKCHAIN 

CYBER ATTACK INTELLIGENCE SYSTEM 

CYBER INCIDENTS RESPONSE SERVICES 

PENTEST and VULNERABILITY SCAN 

SERVICES 
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Cyber Insurance Contracts and Cyber Business Risk Management Cover Summary 

✓Cyber Incident Response

For Cyber Incidents reasonably suspected or confirmed;

- IT Forensics (juridical) Investigation costs

- Violation Notice

- Legal Consultancy

- Pu bi ic relations

- Call center

✓Emergency

Incident Response included

✓Cyber Blackmail

In cases of cyber blackmail, coverage is provided for consultancy fees and

reasonable costs to resolve the issue.

Coverage for ransom related expenses (in insurable cases) 

- Bitcoin Payment Opportunity

✓Data and System Recovery

Coverage for data, loss, destruction, locking or corruption caused by the following

situations:

- Malicious Action and Software

- Failure to provide Network Security

- Unauthorized Access

- Programming Errors

- Human Errors

- All or a part of the Computer System to mitigate the effects of the cyber incident.

reasonable and necessary closures
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Cyber Insurance Additional Coverages 

✓Emergency Incident Response

-Cyber Incident or Business Interruption that he reasonably suspects and confirms

Utilizing the services of a third party forensic firm to determine the cause and

scope of the incident and to initiate the process of stopping, reversing or

eliminating the effects of the said Cyber Incident or Business Interruption Incident.

✓Improvement Expenses

-Represents the expenses for renewing or repairing the software or applications

in the Computer System with newer upgraded and/or improved versions.

✓Cyber crime

-It is a direct financial loss that occurs exclusively in the theft of money or securities

of the Insured due to malicious use or access to a computer system by third parties.

✓ Award Costs
- Means a reasonable amount of money or other securities paid by the Insured

Organization to a third party natural person who provides information that will

enable the arrest or conviction of any person responsible for the Cyber Blackmail

Incident.

✓Telecommunications Fraud
- It refers to the amount invoiced for unauthorized voice or data charges or

unauthorized bandwidth to the Telecom System within the Coverage.

-

-

-


	O.ENG.KAPAK
	SİBER SİGORTA1

	1.ENG.CYBER SECURITY_compressed
	2.ENGCYBER SECURITY_compressed
	3.ENG.CYBER SECURITY_compressed
	4.ENG.CYBER SECURITY_compressed
	5.ENG.CYBER SECURITY_compressed
	6.ENG.CYBER SECURITY_compressed
	7.ENG.CYBER SECURITY_compressed



