
Denition of training:
Discussing different systems and strategies that can be applied in large-scale institutions 
and public spaces requiring access control, explaining appropriate solution options and 
raising awareness.

Headlines:
* Existing Identity Management and Access Control Systems, examples from Turkiye
and the Worldand the World
* The vulnerabilities of existing methods and problems encountered in applications
* The rst step of end-to-end security is Authentication…
* Two and three factor verication methods
* Hardware System Items and specications
* Software coverage and multi-campus group management
* Visually controlled access systems (person recognition, movement, detection of 
second person presence, image optimization, blacklist applications)second person presence, image optimization, blacklist applications)
* Importance of integration of Physical and Virtual Access…

Duration:
1 Day (6 Hours) 

Place:
A classroom with an internet connection that can accommodate up to 20 attendees.

Target group:
Large-scale Private and Public Institutions, relevant managers of public areas requiring Large-scale Private and Public Institutions, relevant managers of public areas requiring 
Access Security, relevant units of facilities such as nance, energy, tourism, industrial 
facilities and health facilities.

Participation prerequisite:
There are no prerequisites for participation.

Document:
Certicate of participation
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IDENTITY MANAGEMENT and  ACCESS CONTROL SYSTEMS

TRAINING PROGRAM

www.olcsancad.com


